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FORWARD LOOKING STATEMENTS

This Annual Report on Form 10-K and certain information incorporated by reference herein contain forward-looking
statements within the meaning of the Private Securities Litigation Reform Act of 1995, Section 27A of the Securities
Act of 1933, and Section 21E of the Securities Exchange Act of 1934. Many of the forward-looking statements are
located in “Management’s Discussion and Analysis of Financial Condition and Results of Operations.” Forward-looking
statements relate to future events or our future financial performance based on certain assumptions. In some cases, you
can identify forward-looking statements by words such as “may,” “should,” “expect,” *
“estimate,” “predict,” “potential,” or “continue,” the negative of such terms, or comparable terminology. Actual events or
results may differ materially from those expressed or implied in these forward-looking statements.

99 ¢

LT3

Forward-looking statements are not guarantees of future results, events, levels of activity, performance, or
achievements. Moreover, neither we nor any other person assumes responsibility for the accuracy and completeness of
the forward-looking statements. These statements involve known and unknown risks, uncertainties, and other factors
that may cause our actual results, levels of activity, performance, or achievements to be materially different from any
future results, levels of activity, performance, or achievements expressed or implied by these forward-looking
statements. In evaluating these statements, you should specifically consider various factors, including the risks
outlined in Item 1A, Risk Factors, in this Annual Report on Form 10-K, and elsewhere in this report, including our
disclosures of Critical Accounting Policies and Estimates in Item 7, our disclosures in Item 7A, Quantitative and
Qualitative Disclosures About Market Risk, as well as in our Consolidated Financial Statements and related notes. We
are under no duty to update any of the forward-looking statements after the date of this Annual Report on Form 10-K
to conform such statements to actual results or to changes in expectations. We assume no obligation to revise or
update any forward-looking statements for any reason, except as required by law.

In this Annual Report on Form 10-K, each of the terms “VeriFone,” "Company," "us," “we,” and “our” refers to VeriFone
Systems, Inc. and its consolidated subsidiaries.

plan,” “intend,” “anticipate,” “believe,”
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PART I

ITEM 1. BUSINESS
Our Company

VeriFone is a global leader in secure electronic payment solutions at the point of sale (“POS”). We provide expertise,
solutions and services that add value at the POS and enable innovative forms of commerce. For over 30 years, we
have been a leader in designing, manufacturing, marketing and supplying a broad range of innovative payment
solutions and complementary services that enable secure electronic payment transactions and value-added services at
the POS. We focus on delivering value to our clients at the POS where merchant and consumer requirements drive
increasingly innovative POS payment capabilities, value-added services that increase merchant revenues and
consumer experience and solutions that enrich the interaction between merchant and consumers. Key industries in
which we operate include financial services, retail, petroleum, restaurant, hospitality, taxi, transportation, and
healthcare.

VeriFone, Inc., our principal operating subsidiary, was incorporated in 1981. Shortly afterward, we introduced the first
check verification and credit authorization device utilized by merchants in a commercial setting. In 1984, we
introduced the first mass market electronic payment system intended to replace manual credit card authorization
devices for small merchants. VeriFone, Inc. operated as a publicly-traded company from 1990 until it was acquired in
1997 by Hewlett-Packard, which operated it as a division. In July 2001, HP sold VeriFone, Inc. to Gores Technology
Group, LLC, a privately held acquisition and investment management firm. In July 2002, VeriFone, Inc. was
recapitalized and VeriFone Systems, Inc. (formerly known as VeriFone Holdings, Inc.), a Delaware corporation, was
organized as a holding company for VeriFone, Inc. In connection with the recapitalization, certain investment funds
affiliated with GTCR Golder Rauner, LLC, a private equity firm, became our majority stockholders. VeriFone
completed its initial public offering on May 4, 2005. In June 2009, the GTCR-affiliated funds ceased to be beneficial
owners of 5% or more of our outstanding common stock.

Our business has grown through both organic growth and strategic acquisitions. In August 2011, we acquired the
non-U.S. business of Hypercom Corporation ("Hypercom"), a provider of electronic payment solutions and
value-added services at the POS, which expanded our geographic reach and business for our EMEA and Asia-Pacific
segments (as defined below). In December 2011, we acquired Electronic Transaction Group Nordic Holding AB
("ETG"), a Swedish company operating the Point International business ("Point"), which was previously one of our
distributors, which expanded our presence primarily in the Nordics and augmented our EMEA services business.
Other acquisitions in recent years include our December 2010 acquisition of certain assets and liabilities of Gemalto
N.V.'s e-payment terminals and systems business unit with operations in South Africa, India and parts of the Middle
East as well as certain vertical markets; our June 2011 acquisition of Destiny Electronic Commerce (Proprietary)
Limited (which traded as CSC), our South Africa-based distributor, whose business included value-added services and
end-to-end estate management services and tools for Sub-Saharan Africa and the Indian Ocean Islands; and our May
2013 acquisition of EFTPOS New Zealand Limited, which holds the switching and terminal business of ANZ Bank
New Zealand Limited, and April 2013 acquisition of Sektor Payments Limited, which was our main distributor in
New Zealand. In addition, we completed a number of smaller acquisitions over the past several years targeting
complementary products, services and technologies.

We are headquartered in San Jose, California and operate in more than 150 countries worldwide, with a direct
presence in more than 45 countries.

Our Business Strategy
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We seek to provide innovative payment and payment-enabled solutions and services to facilitate trade and commerce
on a worldwide basis. Our solutions and services offerings are trusted by clients globally to enhance payment security
and regulatory and industry standards compliance, facilitate terminal management and enable consumer interactions at
the point of sale in both developed and emerging markets throughout the world. We have one of the leading electronic
payment solutions brands and are one of the largest providers of electronic payment solutions worldwide.
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We are committed to designing reliable and secure payment terminal solutions that incorporate leading edge
technology to meet client needs. Our terminal solutions provide flexibility to support a wide range of client
deployment and connectivity preferences and payment types. Our solutions enable payment and commerce in a
variety of environments, including traditional multilane and countertop implementations, self-service or unattended
environments, as well as in-vehicle and portable deployments.

Services are an increasingly important part of our business strategy. Our Payment-as-a-Service solutions offer clients
terminal management services and gateway solutions that enable more efficient routing of transactions, multi-channel
acceptance and processing, and payment value-added services. We provide flexibility in deployment options, allowing
our solutions to accommodate varying client needs. For example, in the U.S., our Payment-as-a-Service offering
incorporates terminals with a simplified certification process, along with end-to-end encryption to reduce the
complexity and costs of Payment Card Industry, or PCI, standards compliance. Continued innovation and expansion
of our Payment-as-a-Service solutions are important elements of our strategy. Increasingly, we deploy
Payment-as-a-Service solutions for clients whose electronic payment devices are connected directly to our gateway,
simplifying payment operations for merchants and providing additional payment-enabled functionality, such as
advertising, couponing, loyalty programs and data analytics services. We also offer a broad range of traditional
services, including professional services related to customized application development, installation and deployment,
helpdesk support, training, equipment repair and maintenance, and software post-contract support.

Another important part of our business strategy is the development of our commerce enablement offerings that are
complementary to our payment solutions and designed to facilitate commerce opportunities for merchants. Our
terminals and media platforms provide a means for merchants and other partners in the payment stream to engage
consumers at the point of sale through value-added applications such as loyalty and couponing applications, targeted
offers and real-time reward redemptions. Consumer engagement at the point of sale provides opportunities to increase
brand awareness and potential for merchants to grow sales. For example, we partnered to launch an American Express
award point redemption program for our in-taxi payment solutions. We intend to develop a commerce enablement
platform that links smart terminals, digital media screens, and technology gateways in order to provide our clients
with integrated tools to enhance and enrich the commerce experience at the point of sale. We continue to invest in
integrated media capabilities, such as our VNET media platform deployed at gas dispensers and in taxis and our
PAYMedia/LiftRetail services for basket-level targeting of media content at convenience stores, that leverage our
secure payment terminals and solutions to help merchants increase consumer interaction at the point of sale.

We believe continued innovation in terminal solutions, strategic expansion of our Payment-as-a-Service solution in
key markets, including both developed and emerging markets, and investment in our commerce enablement solutions
are important components of our business strategy. We intend to focus on our Payment-as-a-Service solution as a key
driver of growth in markets such as the Nordic countries and certain other parts of Europe, Australia and New
Zealand, and the U.S. and Mexico, including emphasis on growing the number of devices connected to our gateways.
Our strategy to expand our commerce enablement reach includes strategic investments that grow our network of
digital media screens, including screens at the pump and inside the convenience store. For example, in August 2014,
we entered into a global partnership with Gilbarco Veeder-Root, a global leading petroleum dispenser provider, which
provided additional media screens that we are incorporating into our network. In connection with the partnership, we
also acquired Outcast Media, Gilbarco's forecourt media business.

Our Business Organization

We manage our business primarily on a geographic basis. Accordingly, we determined our operating segments, which
are generally based on our geographic markets and client location, to be Americas, EMEA and Asia-Pacific. The
Americas segment includes our operations in North America, South America, Central America, and the Caribbean.
The EMEA segment includes our operations in Europe, Russia, the Middle East, and Africa, and the Asia-Pacific
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segment consists of our operations in Australia, New Zealand, China, India and throughout the rest of Greater Asia,
including other Asia-Pacific Rim countries. For segment and geographic information, see Item 7, Management’s
Discussion and Analysis of Financial Condition and Results of Operations - Segment Results of Operations, and
Note 12, Segment and Geographic Information, in the Notes to Consolidated Financial Statements of this Annual
Report on Form 10-K.
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The electronic payment solutions industry encompasses systems, software, and services that enable the acceptance and
processing of electronic payments for goods and services, enable commerce and provide other value-added
functionality at the POS. The electronic payment system is an important part of the payment processing infrastructure,
serving as the interface between consumers and merchants at the POS, as well as the link between the consumer
transaction at the POS and the payment transaction processing infrastructure.

The global payments industry has continued to move towards electronic payment transactions. Consumer habits have
continued to shift to higher volumes of non-cash transactions with demand for additional payment options. In
developed markets, such as the U.S., the continued shift to electronic payments is characterized by an increasing
volume of transactions, including an increase in volume of low value card transactions, through multiple payment
forms. Our industry continues to move toward advanced payment technologies and methods, and has also seen the
emergence of new market entrants, including outside the traditional POS providers. Certain regions, such as parts of
Eastern Europe, Latin America, and Asia, currently have relatively low rates of electronic payments, but are
experiencing a growing number of such transactions. The adoption of electronic payments in emerging markets is
driven primarily by economic growth, infrastructure development, expanding presence of Internet connectivity and
support from governments seeking to modernize their economies and to encourage electronic payment transactions as
a means of driving commerce and improving tax collection. In some emerging markets, the trend toward non-cash
transactions is driving the need for innovative solutions to address access barriers to large populations of consumers
who are not using or able to use the banking and financial systems.

Security continues to be a driving factor in our industry. Security over payment transactions will need to become
increasingly more sophisticated as security threats become more sophisticated, as new payment methods, especially
mobile payments, are introduced, and as payment transaction volumes increase. Further, new payment types and
platforms make payment transactions more operationally complex and thus exacerbate security concerns and increase
the need for security solutions. In the last several quarters, a number of large U.S. retailers and banks have reported
customer or client data breaches and other fraudulent activities, which have heightened awareness of data security and
increased demand for security solutions in payments systems, including accelerating the adoption of EMV, a chip and
PIN based card acceptance payment method, which has already become the payment standard in other countries, by
several large retailers. In addition to offering products that are independently certified to meet stringent security
standards, we provide secure commerce architecture as well as transaction encryption and tokenization services to
facilitate an end-to-end security solution for payments. Our security solutions must continue to evolve to meet
changing needs and threats.

We anticipate that the industry will see growing demand for mobile and portable products. The increased use of
smartphones and tablets for mobile commerce has generated consumer expectation for secure and easy-to-use mobile
payment options. Industry leaders as well as acquirers and banks are anticipated to continue investing in mobile
technologies and payments and encouraging mobile payments acceptance. Expanded communications networks by
major telecommunications carriers at a lower cost to users further increase the prevalence of portable and handheld
payment devices. The increased use of wireless Internet connectivity is also a factor that drives demand for compact,
easy-to-use, and reliable payment solutions. With the rise in the number of smartphones globally, we expect rising
demand for mobile platforms for payments including increasing utilization of smartphones and tablets based on the
Apple i0S, Google Android, and Windows Phone operating systems to conduct payment transactions and to enable
new mobile retailing solutions for merchants. Wireless portable devices and mobile devices, such as smartphones and
tablets, are also increasingly being used as multi-purpose hardware and integrated software platforms that are being
adopted for commerce, payments, and complementary applications, and tablet-based POS systems are becoming more
common as all-in-one merchant management systems.

10
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Portable and mobile devices may have shorter technology refresh cycles than traditional electronic payment devices.
In particular, major telecommunications carriers around the world are phasing out their 2G/GPRS networks in favor of
faster and more advanced technologies, such as 3G or later-generation networks.

11
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We expect continued advancement in payment technologies driven by demand for payment solutions that
accommodate different payment methods, such as EMV and near field communications, or NFC, and across multiple
channels while maintaining a consistent consumer experience. The payments industry has seen the continued
advancement in technologies, with the emergence of new payment methods, such as contactless, NFC, and mobile
cloud-based payments, including card not present options. In the U.S., we have seen acceleration in adoption of EMV
by larger retailers. We believe that security concerns driven by a number of recent high-profile security breaches at
major retailers and banks will continue to drive demand for EMV solutions in the U.S. In October 2014, Apple
launched Apple Pay, its mobile payment service, in the U.S. With the Apple Pay application, consumers are able to
use their smartphones to make payments by tapping their phones on POS terminals, such as ours, that are enabled with
NFC technology. The release of Apple Pay in the U.S. has increased visibility into NFC which may spur more
adoption of NFC, particularly as NFC transactions are considered EMV compliant. We are also working with PayPal
to increase the acceptance of PayPal's digital wallet at large retailers across the U.S. through our NFC-enabled
devices.

Overall, merchants are striving to enrich the consumer experience and to accommodate consumer expectations for
flexibility at the POS by offering a variety of payment options and other value-added services at the POS. Merchants
increasingly seek more sophisticated tools integrated with payment systems that enable a consistent and seamless
experience for consumers across multiple delivery channels, both online and offline. We expect this trend to create a
need for a single platform that can support different payment options and delivery channels, and that is offered on a
managed service basis to reduce risk and time to market. With the continued emergence of new and innovative
technologies, our markets have become increasingly complex, which has in turn driven increasing interest in
merchants to outsource managed services solutions such as terminal estate management, gateway transaction services,
and payment systems implementation and management.

We expect merchants to increasingly seek to have rich and dynamic interactions with consumers. In addition to
enabling multi-payment acceptance options for consumers, customized relevant content at the POS, such as
promotions, offers, coupons, merchandise suggestions and loyalty programs, offer a means to enrich the consumer
experience, particularly in retail and hospitality environments. The time between the initiation and completion of a
transaction on a media-enabled payment solution provides merchants the opportunity to engage with consumers.
Furthermore, incorporation of emerging technologies, such as Bluetooth low energy, or BLE, into payment solutions
provides merchants with enhanced customer information as well as real-time inventory and product information in
order to engage customers in the store and to streamline consumer shopping experience across channels.

We expect clients in more price sensitive markets to expect more options for lower cost payments solutions. Certain
markets are more price sensitive than others. In more price sensitive markets, which tend to be high growth markets
such as China and Brazil, more clients have sought lower cost payment solution options, including the flexibility for
the client to forgo certain features and enhancements but nevertheless have a leading edge payment solution. This
trend has increased competition and pricing pressures in these markets as clients place less emphasis on branding and
added features and enhancements that may otherwise differentiate competing products, and rely primarily on pricing
for purchase decisions. While pricing has become a key factor, clients nevertheless seek payment solutions with
certain innovative technological features, such as contactless or portability options, and solutions providers must
continue to innovate to address specific market needs while maintaining lower costs.

We expect compliance requirements and regulatory mandates applicable to our industry will continue to expand.
Compliance requirements include government regulations related to the prevention of identity theft, as well as
operating regulation safeguards issued by the credit and debit card associations. Card associations have established the
Payment Card Industry Security Standards Council (“PCI SSC”) to oversee and unify industry standards, known as PCI
standards, to enhance payment card data security and serve as a framework for the safe handling of cardholder
information. These standards continually evolve to become more stringent and increasingly dependent on complex

12
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measures to protect all payment related data. Compliance requirements and regulatory mandates continue to evolve to
accommodate new payment types and related security concerns.
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Our products and solutions generally must be certified against applicable payment industry requirements and
mandates. The continual evolution of industry security standards drives recertification and replacement of electronic
payment systems. In addition to meeting the PCI standards, additional governmental regulations over payment card
data security may apply and require separate local certifications in certain non-U.S. countries, such as Australia, China
and Brazil. Certain other countries also have their own set of compliance and certification requirements for payment
card data security, including Germany, the United Kingdom, and the Netherlands. Furthermore, in order for our
products to be allowed to connect to payment networks, we must obtain certification of the relevant products and
solutions with card associations, financial institutions, and payment processors and comply with local government and
telecommunications regulations. Some of these certification processes may take up to twelve months to complete. See
Item 1, Business-Industry Standards and Government Regulations, for a more detailed description of these standards
and regulations.

Products and Services
Our System Solutions

Our system solutions consist of point of sale electronic payment devices that run our unique operating systems,
security and encryption software, and certified payment software, and that are designed to suit our clients' needs in a
variety of environments, including traditional multilane and countertop implementations, self-service and unattended
environments, as well as in-vehicle and portable deployments. Our system solutions can securely process a wide range
of payment types including signature and PIN-based debit cards, credit cards, contactless/radio frequency
identification, or RFID, cards, smart cards, pre-paid gift and other stored-value cards, electronic bill payment, check
authorization and conversion, signature capture and electronic benefits transfer, or EBT. Our unique architecture
enables multiple value-added applications, including third-party applications, such as gift card and loyalty card
programs, healthcare insurance eligibility, and time and attendance tracking, and allows these services to reside on the
same system without requiring recertification upon the addition of new applications.

Countertop and PIN pads

Designed with merchant and consumer needs in mind, our suite of countertop solutions incorporate compact design,
easy installation and consumer-friendly features. Our countertop solutions accept a wide variety of payment options
including contactless, NFC, mobile wallets, and chip and PIN, and support a range of applications, such as pre-paid
products, including gift cards and loyalty programs. We also supply secure PIN pads that support credit and debit
card, EBT, EMV and other PIN-based transactions, and include multiple connectivity options and NFC capability.
Our countertop solutions support a wide range of certified applications that are either built into electronic payment
systems or connect to electronic cash registers, or ECRs, and POS systems.

Multimedia

Our multimedia consumer facing POS devices, offered under our MX solutions brand, are designed to allow
merchants, particularly in the multi-lane retail environment, to engage in direct consumer interaction through
customized multimedia content, in-store promotions, digital offers, and other value-added services using a POS
device, to enrich the customer experience while enabling new merchant revenue opportunities. These products offer
features that are important to servicing customers in a multi-lane retail environment, such as user-friendly interfaces,
ECR compatibility, durable key pads and signature capture functionality. Our MX solutions also feature a modular
hardware architecture that allows merchants to introduce additional capabilities such as contactless or NFC. Our MX
solutions also include products that support these same features in self-service market segments such as taxis, parking
lots/garages, ticketing machines, vending machines, gas pumps, self-checkouts, and quick service restaurants.

14
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Our portable payment devices consist of small, portable, handheld devices that enable merchants to accept electronic
payments wherever wireless connectivity is available, and our mobile solutions offer secure mobile payment
capabilities for all segments of the mobile point of sale, or mPOS, environment, from large retailers to small
merchants, and include devices that attach to, and interface with, i0S, Android or Windows-based smartphones and
tablets, enabling these devices to be used as a secure payment device by merchants. Increasingly, clients look for
portable options whether to enable electronic payments in new environments or to augment traditional POS
environments. Our portable and mobile devices are designed to meet these needs, offering PCI

8
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compliant solutions that securely accept a variety of payment types, and providing merchants with increased
flexibility to enrich the overall consumer experience whether in or out of the traditional bricks and mortar store
location. We expect that market demand for portable and mobile options will continue to grow, particularly in
developing countries where wireless and mobile telecommunications networks are being deployed at a much faster
rate than wireline networks. We have deployed our portable and mobile solutions in a number of merchant
environments, including for retail, restaurant, hospitality, transportation, and delivery businesses where merchants and
consumers desire portability but demand secure payment systems to reduce fraud and identity theft.

Petroleum

Our family of products for petroleum companies consists of integrated electronic payment systems that combine
electronic payment processing, fuel dispensing, and ECR functions, as well as secure payment systems that integrate
with leading petroleum pump controllers. These products, which include our Secure PumpPay devices and related
software, are designed to meet the needs of petroleum company operations, where rapid consumer turnaround, easy
pump control, and accurate record keeping are imperative. Our products allow our petroleum clients to manage fuel
dispensing and control, and enable “pay at the pump” functionality, cashiering, store management, inventory
management, and accounting for goods and services at the POS. In addition, our PAYmedia service enables digital
content, including paid advertising and couponing, at the petroleum forecourt using our VNET media platform on the
color screen of our Secure PumpPAY units. The enablement of media at the forecourt offers opportunities for
merchants to further engage consumers at the point of sale and provides additional commerce opportunities for the
retail operator.

Unattended and Self-Service

Our unattended and self-service payment solutions are designed to enable payment transactions in self-service,
high-transaction-volume environments, such as vending machines, on-street parking meters, petroleum pumps,
ticketing machines and store kiosks, as well as public transportation environments, including buses and rail lines. Our
public transportation solutions enable contactless and NFC-enabled fare payments, while other unattended and
self-service solutions include versions to accept a range of payment options, including mobile wallets, magnetic stripe,
EMV chipcard or NFC or other contactless payment schemes.

Network Access Solutions

Our network access solutions are designed and customized to support the unique requirements of the electronic
payments industry by providing the networking hardware technology and communications infrastructure necessary to
achieve connectivity within the POS environment. Our Integrated Enterprise Networks ("IENs") are designed to
reduce operating costs, protect investments in current legacy networks and work on a wide range of standard network
technologies and protocols. Our Intelligent Network Access Controller ("IntelliNAC") is an intelligent networking
device that provides a wide range of digital and analog interfaces, line and data concentration, protocol conversion and
transaction routing, among other features. IntelliNAC is offered with IntelliView, an enterprise-level solution that
provides the networking tools needed to manage POS solutions, such as remote downloads, and centralizes network
management for reporting and monitoring.

Our Services

We continue to invest in developing a broad portfolio of service solutions complementary to our systems solutions and
designed to meet a wide range of merchant and partner needs, including removing complexity from payments,
increasing ease of use, adding value by enriching the consumer experience at the POS and helping our clients grow
their businesses and strengthening their relationships with consumers. Services are an increasingly important part of

16
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our business and revenues, accounting for approximately 37.8% of our total net revenues in our fiscal year ended
October 31, 2014. Our services offerings include our Payment-as-a-Service solutions, managed services and terminal
management solutions, payment-enabled media, in-taxi payment solutions, security solutions, and other value-added
services at the point of sale. We also offer a host of support services, including software development, installation and
deployment, warranty, post-sale support, repairs, and training.

17



Edgar Filing: VERIFONE SYSTEMS, INC. - Form 10-K

Table of Contents
Payment-as-a-Service

Our Payment-as-a-Service payment system management solution is hosted and managed by us and offered as a
subscription-based model that provides clients with the flexibility to outsource a select set of payment operation
services and solutions to be managed by us. Our range of services and solutions includes terminal services such as
terminal rental and related installation, deployment, on-site terminal servicing, and hardware repair services, as well as
gateway services such as transaction routing, transaction acceptance processing, transaction reporting, remote device
management, and payment value-added services using the client’s choice of processor. The solution serves as a
platform for deployment of additional value-added programs. Further, the hosted service covers 24x7 support,
encrypted transactions, integration of new payment methods, ongoing EMV maintenance, merchant support, and PCI
compliance, with the aim of reducing operational complexity and costs for clients. Clients also have the option to
enable processing of payment types across different channels of a merchant’s business, including credit and debit card
payments, online payments for e-commerce applications and mobile platforms. Clients can select a full service or
other options that meet their immediate business needs, and adjust their subscription service packages to more
advanced features and functions as their business grows or as the payment industry evolves. Currently, the
Payment-as-a-Service model is implemented primarily in our EMEA segment and, to a lesser extent, in our
Asia-Pacific and Americas segments. We anticipate that outsourcing of payment operations may become more
attractive to clients as payment complexity and cost of payment operations increase.

Managed Services and Terminal Management Solutions

In addition to our Payment-as-a-Service solution, we offer a range of other managed services to provide our clients
with managed services tools that accommodates their business needs and plans. Our managed services include secure
web-based transaction processing that is consolidated across payment types, cloud-based remote loading of supported
devices with updates for base files and firmware, software and applications, and estate management, including remote
key loading, capabilities to remotely activate contactless, NFC and EMV payment methods, and consolidated
reporting and analytics. PAYware Connect, our cloud-based hosted payment solution, consolidates all payment
transactions through our payment gateway and enables merchants to process from any internet-connected PC through
a single portal. PAYware Connect uses our proprietary VeriShield Total Protect for end-to-end transaction encryption
and tokenization and is certified by all of the major payment processing networks. Our VX Direct managed solution
combines our VX device with the latest payment applications, automatic updates, security protection with VeriShield
Total Protect, and estate management capabilities. Our terminal management solution, VHQ, enables efficient
management of an entire estate of devices with minimal on-site intervention, and is targeted to retailers, financial
institutions, processors with helpdesk operations, and device maintenance companies. VHQ, which is available for a
variety of environments, including retail, healthcare, transit, quick service restaurants and financial services, connects
the devices within a merchant's estate to back office operations, enabling remote deployment of software to POS
terminals, centralized estate tracking, monitoring and diagnostics, and consolidated information collection and
management reports. Our limo, livery and taxi fleet management solution provides tools for fleets installed with our
POS devices, including real-time vehicle and trip/fare activity monitoring, computerized dispatch, vehicle tracking
and faster card processing.

These managed solutions are offered globally to retailers, acquirers and merchants in the restaurant and hospitality
markets who can host the solution on their own servers, but are also available as part of a total payments solution
hosted by us.

Payment-Enabled Media

Our payment-enabled media solutions seek to leverage customer engagement at the POS, in taxis, and at petroleum
dispensers.
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Our PAYmedia solution is a media content management tool that enables delivery of digital media, including media
content of interest to customers, relevant advertisement, and promotions and merchant loyalty programs, through our
media-enabled POS devices. PAYmedia has been implemented on our MX devices, including in taxis, in conjunction
with our Secure PumpPay devices in petroleum dispensers, or through our LiftRetail platform connected to a
merchant’s ECR. In addition to delivery of special offers and couponing, our LiftRetail platform is an interactive
platform that accommodates loyalty program enrollment and touch screen capabilities so that a customer can
immediately scan additional merchandise for purchase. Production, management and delivery of media content can be
managed by merchants or outsourced to us.

In conjunction with our in-taxi payment and Secure PumpPay POS devices, we offer digital media content such as
local news, weather, traffic, and public service messages, as well as paid advertising, through our VNET media
platform. Delivery of the media content may be targeted to a particular geographic location or time of day to optimize
customer engagement. Certain of

10
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our taxi leasing arrangements for advertising cover the rights to place advertisement on taxi tops or elsewhere on a
taxi such as on the trunk or with wraps on the exterior of the taxi. For our VNET platform and other media content on
taxis, we typically are engaged by advertisers through ad agencies for display of their advertisements, and we
generally do not create or design third-party media content.

In-Taxi Payment Solutions

We provide an integrated suite of hardware, software and services to the taxi industry to enable electronic payment of
taxi fares. In-taxi equipment we provide includes our secure electronic payment devices, GPS navigation, wireless
communications, and fleet management services. In addition to traditional payment methods, in October 2013, we
launched a program that provides riders the option to pay their taxi fare with their American Express membership
reward points. All payment transactions made through our in-taxi electronic payment devices are sent wirelessly
through our secure payment gateway and we generally earn a per transaction service fee.

Our taxi payment solutions are currently deployed in multiple U.S. cities, including New York City, Philadelphia,
Boston, Chicago, Las Vegas, Miami, Baltimore, Washington D.C., and Fort Lauderdale, as well as certain cities in
Europe.

Security Solutions

Our security solutions offer clients tools to secure payment transaction data. We have expanded the implementation
options of our Secure Commerce Architecture, which directs encrypted payment data from the terminal directly to the
processor, thereby eliminating the transfer of payment data through the merchant POS system and simplifying the
EMV certification burden. VeriShield Total Protect provides end-to-end encryption coupled with server-based
tokenization to securely protect data from the point of capture, whether transmitted from a card or mobile device, to
the processor, and tokenizes card data for use post-authorization to eliminate cardholder data from POS applications,
networks and servers. In the U.S., the majority of the leading acquirers have selected our end-to-end encryption
technology. VeriShield Remote Key enables merchants to remotely and securely manage key injection into PIN pad
devices as needed, including as part of scheduled maintenance, in response to changing compliance standards, and in
response to suspected security breaches. Our VeriShield Retain file authentication software is designed to secure a
merchant’s terminal estate against unauthorized third parties executing software on the payment devices. Our VeriFone
Secure Data solution allows applications with access to our SRED compliant encryption library to enable
point-to-point encryption capabilities.

Server-based Payment Processing Software and Middleware

Our server-based software allows merchants to integrate advanced payment functionality into PC-based and other
retail systems seamlessly. These products handle the business logic steps related to an electronic payment transaction
(credit, debit, gift, and loyalty), including collection of payment-related information from the consumer and merchant,
and communication with payment processors for authorization and settlement. These solutions also enable the
functionality of peripherals that connect to PC-based electronic payment systems, including consumer-facing products
such as secure PIN pads and signature capture devices. Our PAYware software product line, consisting of
server-based, enterprise payment software solutions, now includes card acceptance and merchant acquiring solutions,
POS integration software, value-added payment solutions, and card management systems.

Support Services

We offer a suite of support services, including installation, deployment, standard or customized training, and
application development and delivery solutions. We support our installed base by providing payment system 24-hour
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helpdesk support, consulting, training, repair and/or replacement, asset tracking, and reporting. We also offer
customized service programs for specific vertical markets in addition to standardized service plans, per incident repair
services and annual software maintenance on some of our licensed software products.

We offer professional services for customized application development and delivery solutions. We also provide
specific project management services for turn-key application implementations. We also offer client education
programs as well as consulting services regarding selection of product and payment methodologies and strategies such
as debit implementation. We believe that our client services are distinguished by our ability to perform large-scale
customizations for clients quickly and efficiently.

11
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Our payment devices generally carry a standard one-year warranty. For repairs of defective devices covered by such
warranties, we either repair or replace the devices at no charge to the client, except for certain shipping and related
costs. For repairs of defective devices not covered by such warranty, we offer repair services in many countries or
clients may use our authorized service centers to repair the device.

Libraries and Development Tools

We make a broad portfolio of application libraries and development tools available to our large community of internal
and third-party application developers, including certain pre-certified software libraries that can be integrated into
third-party applications without the need for further card brand certifications. We provide a set of application libraries,
or programming modules such as smart card interfaces, contactless card and NFC phone interfaces, and
communications drivers with defined programming interfaces that facilitate the implementation of our
multi-application system solutions. Further, we maintain application compatibility, including use of standardized
application programming interfaces, also known as APIs, and service calls, designed to facilitate the migration of
applications to future system solutions.

We also provide developer tool kits that contain industry standard visual development environments (C/C++) along
with platform-specific compilers and debuggers. We provide a broad range of support services for our application
development communities, including developer training, a dedicated developers' support team, and VeriFone DevNet,
an online developers' portal that provides registered developers access to libraries, tools, programming guides, and
technical support. Our libraries, developer tool kits, training, and support systems facilitate the rapid growth in
deployment of third-party, value-added applications for our system solutions.

We believe that this growing portfolio of value-added applications increases the attractiveness of our solutions to
global financial institutions and payment processors by adding services beyond payment transaction processing. We
seek to encourage innovation on our terminal platform and intend to encourage continued development of applications
for our system solutions.

Customers

Globally, our clients consist primarily of financial institutions, payment processors, large retailers, petroleum
companies, transportation companies, government organizations, healthcare companies and quick service restaurants.
In our Americas and EMEA segments, we also sell our in-taxi payments solution to taxi fleets and advertising space to
advertisers and media companies. We also sell directly to smaller merchants and retailers under our
Payment-as-a-Service model, primarily in our EMEA and Asia-Pacific segments. We also sell through third party
partners, such as banks and acquirers, system integrators, and independent sales organizations, and channel partners
that distribute and resell our products.

The percentage of net revenues from our ten largest clients is as follows:

Years Ended October 31
2014 2013 2012
Percentage of net revenues from our ten largest clients 22.7 % 21.8 % 22.8 %

For information regarding our largest clients by reportable segment, see Note 1, Principles of Consolidation and
Summary of Significant Accounting Policies, in the Notes to Consolidated Financial Statements of this Annual Report
on Form 10-K.
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Historically, we have experienced fluctuations of orders from clients based on the timing of client technology refresh
cycles and/or client capital expenditure decisions, which typically drive larger volume orders. Timing of such cycles
from larger clients, such as large retailers and processors could cause our net revenues and results of operations to
vary from period to period. In addition, the timing of adoption of new technologies, such as EMV in the U.S., and
timing of releases of regulatory and industry standards, such as PCI standards, as well as releases of new product
introductions can significantly impact net revenues, cost of net revenues and operating expenses. Net revenues from
both direct clients and our third-party distributors may decline pending an upcoming standards change or in
anticipation of a standards change or new product introduction. However, neither historical patterns of net revenues
nor timing of net revenues related to releases of new standards or products should be considered reliable indicators of
our future net revenues, results of operations or financial performance.

Sales and Marketing

We sell our products worldwide through our direct sales force or through third-party distributors and partners.
Internationally, we rely on distributors to represent us in countries or geographies where we do not have a direct
presence. In recent years, we have expanded the number of countries where we have a direct presence, in part through
our acquisitions. As we continue to focus on services, we expect a shift to more direct sales and support personnel.

Our sales personnel consists of sales representatives, business development personnel, sales engineers, and customer
service representatives with specific vertical market expertise. Our sales teams are supported by client services,
manufacturing, product development, and marketing teams to deliver products and services that meet the needs of our
diverse client base. Our marketing personnel includes product marketing personnel, account managers, program
marketing personnel, and corporate communications and public relations personnel.

As of October 31, 2014, we had 967 sales and marketing employees, representing approximately 18.4% of our total
workforce.

Competition

The markets for our System Solutions and Services are highly competitive. We compete based on various factors,
including product functions and features, product availability and certifications, pricing, product quality and
reliability, design innovation, interoperability with third-party systems, service offerings, support, and brand
reputation. We continue to experience intense competition in all of our operating segments from traditional POS
terminal providers for both systems solutions and services. In certain more price sensitive markets, typically high
growth markets such as China and Brazil, we have seen some competitors introduce increasingly aggressive pricing.
We also see new companies entering our markets, including entrants offering some form of mobile-device based
payment option. In certain foreign countries, some of our competitors may be more established, benefit from greater
local recognition and have greater resources within those countries than we do.

Competition from manufacturers, distributors, or providers of products and services similar to or competitive with our
System Solutions or Services could result in lower market share, price reductions, reduced margins, or could render
our solutions obsolete. Some smaller local electronic payment terminal vendors, particularly in our Asia-Pacific
segment, have also introduced pricing pressures in their markets by offering substantially lower prices. In addition, a
number of the financial institutions and payment processors to whom we market our products typically adopt a dual
vendor approach for the supply of their POS terminals.

We expect to continue to experience significant competition in the future. We compete globally with suppliers,

manufacturers, and distributors of electronic payment systems and services as well as suppliers of ECRs that provide
built-in electronic payment capabilities and producers of software that facilitates electronic payments over the
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Internet. Our primary competitors in these markets for POS terminals and services include Ingenico S.A., PAX
Technology, Ltd., SZZT Electronics Co. Ltd., Equinox Payments, CyberNet Inc., and Spire Payments Ltd. We also
compete with Gilbarco, Inc. (a subsidiary of Danaher Corporation), International Business Machines Corporation,
MICROS Systems, Inc., NCR Corporation, and Wayne, A GE Energy Business. In addition, we face vigorous
competition from smaller companies that have been able to develop strong local or regional customer bases.
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As we focus on specialty services and increase our emphasis on mobile and full service solutions, as well as on small
to medium sized enterprises, we face new competitors, including those who target merchants that are not traditionally
our clients or offer competing technologies, such as mobile-based payment dongles or electronic wallets. We believe
these competitors are targeting merchants that are our clients.

Most of our clients are large, sophisticated organizations that have significant purchasing power and seek innovative
solutions from trusted brands. We believe that we benefit from a number of competitive advantages gained through
our more than 30-year history. These advantages include our globally trusted brand name, large installed base,
significant involvement in the development of industry standards, security infrastructure, global operating scale,
customizable platforms, and investment in research and development. Additionally, we compete primarily on the basis
of the following additional key factors: end-to-end system solutions, industry leading security, product certifications,
value-added applications and advanced product features, advanced communications modularity, reliability, supply
chain scale and flexibility, and low total cost of ownership.

We expect competition in our industry will be largely driven by the requirements to respond to increasingly complex
and evolving technology, industry certifications, and security standards and requirements, as well as market demands
for innovative and flexible payment solution options. We also see the prospect of continued consolidation among
suppliers of electronic payment systems as they seek inorganic ways to enhance their capability to carry out research
and development and seek other efficiencies, such as in procurement and manufacturing. The rapid technological and
other changes in the payments industry have led to increased competition from new technologies and competitors both
within and outside our traditional industry.

Research and Development

Our R&D activities include design and development of our hardware products and unique operating systems,
development of new solutions and applications, attaining applicable certifications and approvals required for our
products and solutions, and ensuring compatibility and interoperability between our solutions and those of third
parties. We work with our clients to develop system solutions that address existing and anticipated end-user needs.
Our development activities are distributed globally and managed primarily from the U.S. Our regional application
development centers provide customization and adaptation to meet the needs of clients in local markets.

During fiscal year 2014, as part of our transformation initiatives, we developed plans to consolidate our global R&D
sites for hardware and software development, and initiated standardization and consolidation efforts for our gateways,
hardware platforms, and software application architecture.

As of October 31, 2014, we had 1,637 research and development employees, representing approximately 31.2% of our
total workforce. For the total amounts of our research and development expenses for the fiscal years ended October
31, 2014, 2013, and 2012, see our Consolidated Statements of Operations of this Annual Report on Form 10-K.
Industry Standards and Government Regulations

In order to offer products that connect to payment networks, electronic payment system providers must certify their
products and services with card associations, financial institutions, and payment processors, as well as comply with
government and telecommunications company regulations.

The following are key standards and requirements that apply to our industry.

Security Standards
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Industry and government security standards are implemented to ensure the integrity of the electronic payment process
and protect the privacy of consumers using electronic payment systems. We design our product security architecture
to meet the requirements of those countries that have the more stringent and specific security requirements, such as
Australia, Brazil, Canada, Germany, the Netherlands, New Zealand, Singapore, Sweden, Switzerland, and the United
Kingdom.
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Card Association Standards

Payment Card Industry Security Standards. Formed in 2006, the PCI SSC develops standards and supporting materials
that enhance payment card data security and serve as a framework for the safe handling of cardholder information.
The following are the PCI SSC principal standards applicable to our industry.

PCI Data Security Standard (“PCI DSS”) provides a specifications framework for the payment card data security
process, including prevention, detection, and appropriate reaction to security incidents.

PIN Transaction Security (“PTS”) provides vendors and manufacturers with the requirements for all personal
tdentification number ("PIN") terminals, including POS devices, encrypting PIN pads, and unattended payment
terminals.

Payment Application Data Security Standard (“PA-DSS”) provides a set of standards to help software vendors and
others develop secure payment applications.

Point-to-Point Encryption (“P2PE”) provides a set of requirements for vendors, assessors, and point-to-point encryption
solution providers to validate their solutions. P2PE certified solutions may help a merchant reduce the scope of their
PCI DSS assessments when using a validated P2PE solution for account data acceptance and processing.

EMV Standards. EMV standards are intended to address the growing need for transaction security and
interoperability, and are designed to ensure global smart card interoperability across all electronic payment systems.
To ensure adherence to this standard, specific certifications are required for all electronic payment systems and their
application software. We maintain EMV certifications across our applicable product lines. EMV has already been
adopted in many countries outside the U.S., and we anticipate adoption of EMV in the U.S. within the next several
years, in part as card associations seek to incentivize adoption of EMV.

Contactless and NFC System Standards. The major card associations have each established a brand around contactless
payment, for example, PayPass for MasterCard, Visa payWave and Visa Wave for Visa, ExpressPay for American
Express, ZIP for Discover Financial Services, and J/speedy for JCB. Each contactless payment brand has a complete
set of specifications, certification requirements and a highly controlled testing and approval process. In addition to
EMVCo standards, there are also regional specification and certification and other payment scheme requirements for
contactless such as PBOC in China, CEPAS in Singapore, Interac Flash in Canada, Geldkarte in Germany, and Carte
Bancaire in France.

MasterCard PTS and TQM Program. The MasterCard PTS program identifies and addresses stability and security of
communications between Internet-enabled POS terminals and the acquirer host system using
authentication/encryption protocols approved by MasterCard ensuring transaction data integrity. We have successfully
achieved VX product-line compliance with the MasterCard PTS security specification regarding security of Internet
connected payment systems. As of May 2010, the MasterCard PTS program was subsumed into a PCI SSC PTS 3.x
program known as the Open Protocols module. The Open Protocols module addresses POS devices that are Internet,
WIFI, or GPRS enabled to make sure they are secure. The MasterCard PTS program compliance applies to several of
our Internet-enabled products including the VX Evolution series payment systems. The MasterCard TQM (Terminal
Quality Management) program was created in 2003 to help ensure the quality and reliability of EMV compliant
terminals worldwide. MasterCard's TQM program validates the entire life cycle of the product, from design to
manufacturing and deployment, and is in addition to the EMV Level 1 certification. We maintain TQM approval
across all EMV Level 1 approved products deployed with EMV applications. The TQM program is now extended to
contactless payment systems and is a requirement for achieving a full PayPass approval with MasterCard.
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Payment Processor/Financial Institution Requirements

U.S. payment processors have two types of certification levels: (1) Class B certification, which ensures that an
electronic payment system adheres to the payment processor's basic functional and network requirements; and (2)
Class A certification, which adds another stipulation that the processor actively supports the electronic payment
system on its internal helpdesk systems. Attainment of Class A certification, which may take up to twelve months,
requires working with each payment processor to pass extensive functional and end-user testing and to establish the
help desk related infrastructure necessary to provide Class A support. Attaining Class A certifications increases the
number of payment processors that may actively sell and deploy a particular electronic payment system.

Other Regulatory Authorities

Our products must comply with government regulations, including those imposed by the FCC (U.S. Federal
Communications Commission) and similar telecommunications authorities worldwide regarding emissions, radiation,
safety, and connections with telephone lines and radio networks. Our products must also comply with
recommendations of quasi-regulatory authorities and of standards-setting committees. Our electronic payment systems
have been certified as compliant with a large number of national requirements, including those of the FCC and
Underwriters Laboratory in the U.S. and similar local requirements in other countries. In addition, wireless network
service providers mandate certain standards and certifications applicable to connected devices and systems that
operate on their networks. Our wireless electronic payment systems have been certified by certain leading wireless
carrier networks around the world.

We are also subject to various other legal and regulatory requirements related to the manufacture and sale of our
products, such as the U.S. regulations which require us to implement a management system to evaluate and report on
the existence of conflict minerals originating in the Democratic Republic of the Congo in our supply chain, the
European Union ("EU") directive that places restrictions on the use of hazardous substances (RoHS and RoHS2) in
electronic equipment, the EU directive on Waste Electrical and Electronic Equipment (WEEE), the EU's Registration,
Evaluation, Authorization and Restriction of Chemicals (REACH), and the environmental regulations promulgated by
China's Ministry of Information Industry (China RoHS). RoHS and RoHS?2 set a framework for producers' obligations
in relation to manufacturing (including the amounts of named hazardous substances contained in products sold) and
WEEE sets a framework for treatment, labeling, recovery, and recycling of electronic products in the European Union.
REACH imposes chemicals regulation and controls including requirements for registration of chemicals on the EU
market.

Foreign Operations

For our fiscal years ended October 31, 2014 and 2013, our international net revenues accounted for 72.0% and 71.6%,
respectively, of our total net revenues. Margins on our sales of products in foreign countries and on sales of our
products generally, which include components sourced from foreign suppliers, can be adversely affected by foreign
currency exchange rate fluctuations and by international trade regulations, including tariffs and other applicable
duties. See “Foreign Currency Transaction Risk” under Item 7A, Quantitative and Qualitative Disclosures About Market
Risk in this Annual Report on Form 10-K. In certain regions outside the U.S., we rely on third-party distributors to
market and sell our products in accordance with our policies for promotional efforts and maintenance of adequate
technical expertise with respect to our products, and with our requirements for compliance with applicable laws,
including for example, trade regulations applicable to our products and anti-corruption laws. Although we generally
have contractual relationships with these third parties, if such third parties do not comply with our requirements, we
face potential liability, harm to our brand reputation, and disruptions to our business, which could have a material
adverse effect on our results of operations.
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We outsource our product manufacturing to various suppliers in the Electronic Manufacturing Services ("EMS")
industry. Our primary EMS providers are located in China, Singapore, Malaysia, Brazil, Germany, and Romania. For
several of our product lines, we directly ship from our EMS providers to our clients in various countries around the
world. Substantially all of our products contain key components that are obtained from foreign sources. These
concentrations in external and foreign sources of supply present risks of interruption for reasons beyond our control,
including political and other uncertainties. See “Manufacturing Agreements” under Item 7, Management’s Discussion
and Analysis of Financial Condition and Results of Operations in this Annual Report on Form 10-K.
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See also Item 1A, Risk Factors, in this Annual Report on Form 10-K for additional discussion about the risks that we
face related to our foreign operations.

Proprietary Rights

We rely primarily on copyrights, trademarks, patent filings, and trade secret laws to establish and maintain our
proprietary rights in our technology and products. We maintain a patent incentive program and patent committee,
which encourages and rewards employees to present inventions for patent application and filings.

As of October 31, 2014, we held 363 patents and 88 patent applications filed with various patent offices in 56
jurisdictions throughout the world, including the U.S., Canada, the United Kingdom, the European Union, China,
Israel, Italy, India, Australia, Japan, Germany, France, Ireland, Hong Kong, Taiwan, Brazil, and South Africa, among
other countries. These patents and patent applications include utility patents, utility models and designs acquired in
connection with our acquisitions. We believe that the duration of our patents is adequate relative to the expected lives
of our products which generally are expected to be shorter than the terms of our patents due to continual technical
innovations in our industry.

We use the VeriFone name and logo globally as an important part of the branding of our company and our products,
and we register these trademarks in the key jurisdictions where we do business, including the U.S. and the European
Union. As of October 31, 2014, we held trademark registration in 23 jurisdictions (including registration in the
European Union that covers a number of country level registrations we had previously filed) for the "VERIFONE"
trademark and in 32 jurisdictions (including registration in the European Union that covers a number of country level
registrations we had previously filed) for the VERIFONE trademark including our ribbon logo. Our trademark
registration also includes our new company logo that is part of our November 2014 new brand identity launch. We
currently hold trademark registration in the U.S. and a variety of other countries for our product names and other
marks.

We generally have not registered copyrights in our software and other written works. Instead, we have relied upon
common law copyright, customer license agreements, and other forms of protection. We use non-disclosure
agreements and license agreements to protect software and other written materials as copyrighted and/or trade secrets.

Employees

As of October 31, 2014, we had approximately 5,200 employees worldwide. We have collective bargaining
agreements with our employees in France, Spain, Italy, Sweden, and Brazil. Our employees in France and Germany
are represented by works councils that have the right to certain information and to participate in certain operational
decisions affecting the represented employees, such as relocation of office facilities, compensation and benefits, and
working hours. We have not experienced any work stoppages, and we believe that we have good employee relations
and relationships with the collective bargaining groups and works councils.

Executive Officers

Our executive officers and their ages as of December 17, 2014 are as follows:

Name Age  Position

Alok Bhanot 46 Executive Vice President, Engineering & Chief Technology Officer
June Yee Felix 58 President, VeriFone Europe

Paul Galant 46 Chief Executive Officer

Sunil Kappagoda 50
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Jennifer Miles
William K. Nelson
Bulent Ozayaz
Marc Rothman

17

Edgar Filing: VERIFONE SYSTEMS, INC. - Form 10-K

42
42
59
41
50

President, VeriFone Asia Pacific and Executive Vice President,
Corporate Strategy

Executive Vice President, Corporate Development & General Counsel
President, VeriFone Americas

Executive Vice President, Global Product Management and Services
President, VeriFone Southern Europe, Russia, Middle East and Africa
Executive Vice President and Chief Financial Officer
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Alok Bhanot. Mr. Bhanot has served as our Executive Vice President, Engineering and Chief Technology Officer
since December 2, 2013. Prior to joining VeriFone, from June 2013 to November 2013, Mr. Bhanot served as an
advisor of Walmart Labs, a unit of Walmart Global e-Commerce, and, from February 2011 to June 2013, as the
founder and Chief Executive Officer of Inkiru, Inc., a provider of business intelligence/analytics technology, before it
was acquired by Walmart in June 2013. Prior to that, from July 2010 to January 2011, Mr. Bhanot served as the Chief
Technology Officer for Rent The Runway, Inc., a company that sells and rents women’s fashion products online, and,
from April 2009 to June 2010, Executive Vice President for Cooliris, Inc., a software developer of photo viewing
applications. From May 2007 to March 2009, Mr. Bhanot served as Vice President, Risk Technology of PayPal and,
from January 2006 to March 2009, Vice President, Corporate Architecture of eBay, Inc. Before joining eBay, Inc.,
from January 2000 to March 2002, Mr. Bhanot served as the Chief Technology Officer of Gradience, Inc., a market
data analytics provider. Mr. Bhanot graduated from University of Roorkee (Indian Institute of Technology) with a
Bachelor’s degree in Mechanical Engineering.

June Yee Felix. Ms. Felix has served as our President, VeriFone Europe since May 26, 2014. Prior to joining
VeriFone, Ms. Felix served as Managing Director of Global Enterprise Payments at Citibank, N.A. from February
2011 to May 2014, leading a global business focused on healthcare payments and digital transformation. From
October 2002 to November 2009, Ms. Felix served as Global General Manager of Banking and Financial Markets at
International Business Machines Corporation, responsible for the overall business results of IBM’s largest industry
group, covering banks, broker-dealers, payment processors, merchant acquirers and exchanges globally, and led teams
that developed new solutions and partnerships in payments, risk management, banking, customer management and
data management/analytics. Ms. Felix was the CEO and Chairman of the Board of CertCo LLC, a security and risk
management technology company, from January 2000 to June 2002 and Senior Vice President, E-Commerce and
Payments Executive of Chase Manhattan Bank from January 1991 to January 2000. Ms. Felix also served as a
consultant for Citibank N.A., Permira LLC, a private equity investment firm, in 2010 and for Booz, Allen & Hamilton
from August 1985 to December 1989. Ms. Felix holds a B.S. degree in Chemical Engineering (summa cum laude) and
Premedical Studies from the University of Pittsburgh.

Paul Galant. Mr. Galant has served as our Chief Executive Office and a director since October 1, 2013. Prior to
joining VeriFone, Mr. Galant served as the Chief Executive Officer of Citigroup Inc.'s Enterprise Payments business
since 2010. In this role, Mr. Galant oversaw the design, marketing and implementation of global business-to-consumer
and consumer-to-business digital payments solutions. From 2009, Mr. Galant served as Chief Executive Officer of
Citi Cards, heading Citigroup's North American and International Credit Cards business. From 2007 to 2009, Mr.
Galant served as Chief Executive Officer of Citi Transaction Services, a division of Citi's Institutional Clients Group.
From 2002 to 2007, Mr. Galant was the Global Head of the Cash Management business, one of the largest processors
of payments globally. Mr. Galant joined Citigroup, a multinational financial services corporation, in 2000. Prior to
joining Citigroup, Mr. Galant held positions at Donaldson, Lufkin & Jenrette, Smith Barney, and Credit Suisse. Mr.
Galant holds a Bachelor's degree from Cornell University where he graduated a Phillip Merrill Scholar.

Sunil A. Kappagoda. Mr. Kappagoda has served as our President of VeriFone Asia Pacific, overseeing VeriFone's
operations in China, India, Greater Asia, Australia, and New Zealand, and as our Executive Vice President of
Corporate Strategy, leading the ongoing development of VeriFone's global business strategy since July 25, 2013. Prior
to joining VeriFone, from November 1999 to July 2013, Mr. Kappagoda served as a Senior Partner and Managing
Director for The Boston Consulting Group, leading its relationships with major U.S. and international financial
services organizations. Prior to joining The Boston Consulting Group, from February 1996 to October 1999, Mr.
Kappagoda served as a Director of Oliver, Wyman & Company, a financial services consulting firm, and, from
September 1990 to January 1996, as a Principal of Booz Allen & Hamilton, Inc.'s financial services practice. Mr.
Kappagoda holds a Bachelor's degree in Engineering from Imperial College in London, a Master's degree in
Economics from the London School of Economics and a Master's degree in Business Administration from the
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